
Information on data protection pursuant to Articles 13, 14, and 21 of the GDPR 

We process your personal data in compliance with the applicable data protection regulations, in 

particular the EU General Data Protection Regulation (GDPR). Below you will find all the necessary 

information on data processing within the scope of the application process of the CAVECORE project. 

Responsible party:  

The University of Bremen is responsible for data processing: 

University of Bremen 

President Prof. Dr. Jutta Günther 

Bibliothekstraße 1-3 

28359 Bremen, Germany 

Tel.: +49 421 218-1 

E-Mail: web@uni-bremen.de 

Webseite: www.uni-bremen.de 

Responsible department: University of Bremen, Faculty of Mathematics and Computer Science 

 

Purpose of data processing: 

The purpose of data processing is to ensure the proper execution of an application process in the 

CAVECORE project. We use the data you provide in your application solely for this purpose. 

 

Categories of data processed 

Only personal data necessary for the fulfilment of the purpose will be processed.  

These are: application documents including full curriculum vitae, transcripts of grades, additional 

certificates (language certificates, GRE, awards, etc.), and CAVECORE application form. 

 

Legal basis for data processing  

The legal basis for the processing of relevant application data is Art. 6 (1), subparagraph 1 (e) GDPR 

(fulfillment of tasks) in conjunction with sections 85 et seq. of the Bremen Civil Service Act (BremBG) 

in conjunction with Article 88 GDPR and Section 12 of the Bremen Implementation Act for the 

General Data Protection Regulation (BremDSGVOAG). 

Duration of data processing 

Application data relating to an unsuccessful application will be deleted no later than six months after 

the applicant has received notification of the refusal of their application.  

Recipients of the data 

Only university employees and partners of the CAVECORE project (PIs) who absolutely need the data 

within the scope of their duties in the area of this application have access to it. The partners of 

CAVECORE are: 

• University of Bielefeld, Germany  

mailto:web@uni-bremen.de
https://www.uni-bremen.de/
https://www.uni-bielefeld.de/%3C-de,en%3E/


• IT University of Copenhagen, Denmark  

• University of York, United Kingdom  

• Graz University of Technology, Austria  

• Cyprus University of Technology, Cyprus (Position #13) 

• Laboratoire National de Métrologie et d’Essais, France  

• PAL Robotics, Spain 

• EIVA A/S, Denmark  

• Cellumation GmbH, Germany 

We only transfer your data to third parties if there is a legal basis for the transfer under data 

protection law. 

We may also pass on your data to external service providers (e.g., IT service providers, companies 

that destroy or archive data, printing service providers) who support us in data processing within the 

scope of order processing and are strictly bound by our instructions.  

Data processing outside the EU does not take place.  

We will neither sell your personal data to third parties nor market it in any other way. 

 

Your rights 

Data subjects have the right to obtain from the controller information about the personal data 

concerning them, as well as the right to have inaccurate data corrected or deleted if one of the 

reasons specified in Art. 17 GDPR applies, e.g. if the data is no longer required for the purposes for 

which it was collected. There is also the right to restriction of processing if one of the conditions 

specified in Art. 18 GDPR applies and, in the cases specified in Art. 20 GDPR, the right to data 

portability. If data is collected on the basis of Art. 6 (1) (e) (data processing for the performance of 

a task carried out in the public interest or in the exercise of official authority vested in the 

controller) or (f) (data processing for the purposes of legitimate interests), the data subject has the 

right to object to the processing at any time on grounds relating to their particular situation. We 

will then no longer process the personal data unless there are demonstrably compelling legitimate 

grounds for the processing which override the interests, rights, and freedoms of the data subject, or 

the processing serves to assert, exercise, or defend legal claims. 

 

To answer questions regarding data protection law and to assert your rights as a data subject, 

please first contact: Dr. Karsten Sohr, University of Bremen, Faculty of Mathematics and Computer 

Science, Bibliothekstraße 5, 28359 Bremen, Germany, E-Mail: sohr@tzi.de. 

 

Please address any complaints regarding data protection to: 

https://en.itu.dk/
https://www.york.ac.uk/
https://www.tugraz.at/en/home
https://www.cut.ac.cy/?languageId=1
https://www.lne.fr/en/about-us
https://pal-robotics.com/
https://www.eiva.com/
https://cellumation.com/


Data Protection Officer at the University of Bremen 

 

Referat 06 

Bibliothekstraße 1  

28359 Bremen 

Germany 

E-Mail: datenschutz@uni-bremen.de 

 

Right to lodge a complaint with a supervisory authority:  

Every data subject has the right to lodge a complaint with a supervisory authority for data protection 

if they believe that the processing of data concerning them violates data protection regulations. The 

right to lodge a complaint may be exercised in particular with a supervisory authority in the Member 

State of the data subject's habitual residence or the place of the alleged infringement. 


